Security Tips on Website Security Certificate Warnings

What you should do when you encounter SSL Certificate/Website Security Certificate
Warnings

Secure Sockets Layer (SSL) is the standard security technology for creating an
encrypted connection between the bank's web server and your browser. This connection
ensures that all data passed between the bank's web server and your browser
remains private and integral. SSL is an industry standard and is used by the bank in
the protection of online transactions with our customers.

This secure connection has an encryption key assigned to it in the form of SSL certificate. If
you happen to access Velocity@ocbc through an email link or other website links
and encounter the certificate warning or error message indicated below, please
log off immediately and inform the bank.

Certificate Warning
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@ There is a problem with this website's security certificate.

The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the
server.

We recommend that you close this webpage and do not continue to this website.
& Click here to close this webpage.
&Y Continue to this website (not recommended).

@ More information
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Certificate Error
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